
Elon Musk Exposes Twitter As One Big Scam Of Fake Users, No Eyeballs And Lies
- Facebook And Google To Be Exposed For The Same Crap
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TWITTER DISCOVERED TO BE ONE BIG LIE THAT DECEIVED THE PUBLIC, THE SEC AND ADVERTISERS!!!

Shoshana Zuboff's, The Age of Surveillance Capitalism - Why Twitter, Google, Facebook, Instagram, YouTube, Netflix, Alphabet are the SAME Thing, The SAME SICKO tech elites
and the same kinds of social privacy RAPE against citizens!
https://www.contagious.com/news-and-views/shoshana-zuboff-on-the-age-of-surveillance-capitalism

READ THE REPORT: SHILL REPORTERS WHO TAKE BRIBES FROM THE ELON MUSK PR TEAM

Mass layoffs hit TWITTER as company exposed as ad scam and fake user nest...

Employees say it is 'Worst case scenario'as world realizes Twitter harvests human thoughts and manipulates
ideologies...

Silicon Valley’s Web of Lies | The National Interest
nationalinterest.org/feature/silicon-valley’s-web-lies-12322

Silicon Valley’s Web of Lies. The Internet will not save you. by Christine Rosen. ... The company wanted to show advertisers that it could manipulate its users.) For a brief moment, as
news of ...

When will Silicon Valley have its first ad agency? The answer lies in ...
strategyfinishingschool.com/when-will-silicon-valley-have-its-first-ad-agency...

Silicon Valley and the surrounds now have some of the fastest growing advertisers in America; Alphabet (Google), Apple, Facebook, Netflix, Intel, EA Games, Tesla. As anyone who has
worked on a coast to coast account will let you know, it is just not the same and a much harder relationship to form. Geography matters a lot.

The Ugly Unethical Underside of Silicon Valley | Fortune
fortune.com/longform/silicon-valley-startups-fraud-venture-capital

Last March, Securities and Exchange Commission chair Mary Jo White traveled to Stanford to deliver a message to Silicon Valley: We’re watching you. The SEC is increasingly
concerned, she said, with...

Don’t blame flawed Silicon Valley for the rot of Wall Street and ...
techcrunch.com/2019/07/14/dont-blame-flawed-silicon-valley-for-the-rot-of-wall...

Better to remember that often the fault lies not in our social media, Horatio, but in our elected representatives; and if that system of representation itself has gone awry, there’s may not be
a ...
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Elizabeth Holmes’ verdict won’t change Silicon Valley
theverge.com/2022/1/5/22867505/elizabeth-holmes-guilty-fraud-investing

Almost nothing. Holmes was found guilty on four of 11 counts after about 50 hours of deliberation. Those counts could be grouped, roughly, into defrauding patients and defrauding
investors. The...

Why Silicon Valley CEOs are such raging psychopaths
nypost.com/2020/09/26/why-silicon-valley-ceos-are-such-raging-psychopaths

He also bought the trademark to the word “we” and then sold the trademark use to WeWork, his own company, for $5.9 million. After initially being valued at $47 billion in January 2019,
WeWork’s...

"Silicon Valley" Server Error (TV Episode 2017) - IMDb
imdb.com/title/tt6267514

Server Error: Directed by Mike Judge. With Thomas Middleditch, T.J. Miller, Josh Brener, Martin Starr. Richard finds himself in a web of lies; Jared plans his exit; Jack bets big; Gavin
plots a comeback.

Silicon Valley makes everything worse: Four industries that Big Tech ...
salon.com/2019/05/12/silicon-valley-makes-everything-worse-four-industries...

Silicon Valley is only trying to put baristas and cashiers out of business because human labor costs money; the difference between a $4 coffee from a robot and a $4 coffee from a human
is that ...

Elizabeth Holmes: from Silicon Valley’s female icon to disgraced CEO on ...
theguardian.com/technology/2021/aug/29/elizabeth-holmes-from-silicon...

Holmes, 37, is facing trial in a California courtroom, charged with defrauding Theranos’s patients and investors. She could spend up to 20 years in prison, and has pleaded not guilty.

From Startup to Meltdown: The Unraveling of Theranos
knowledge.wharton.upenn.edu/article/the-secrets-and-lies-that-sunk-theranos

An investigation by Wall Street Journal reporter John Carreyrou uncovered the truth that led to the company’s downfall. Holmes and former Theranos president Ramesh “Sunny” Balwani
have been indicted on federal fraud charges. Carreyrou has chronicled the saga in a book titled, Bad Blood: Secrets and Lies in a Silicon Valley Startup.

In May 2015, Snapchat cofounder Evan Spiegel sat onstage at a tech event and said his app was "approaching" 100 million daily active users in developed markets.

He was wrong — or, well, he exaggerated. In June 2015, Snapchat averaged 89 million daily active users overall, per Snap's S-1 filing. Headlines at that time said otherwise.
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SEE ALSO: San Francisco was the place to be for people in tech. Then it wasn't.

Spiegel, in the midst of getting grilled by reporters Walt Mossberg and Kara Swisher, was answering the same question posed to every tech company: How are your numbers?

Silicon Valley was built on metrics: users, time spent, pictures uploaded, etc. These numbers made even young startups look like they could conquer the world and make billions of dollars
along the way.

And they can be gamed. Young and hungry techies have often been counseled to do whatever they must to achieve success. Fake it 'til you make it.

Spiegel isn't the first person to inflate his company's numbers, and he won't be the last. Find a big tech company — Facebook, Twitter, Uber, Airbnb — and you'll inevitably find some story
of how they had an "oops, that number isn't quite right" moment somewhere along the way.

The ruse is starting to wear thin.

The numbers game

Snapchat in particular has been under fire for its metrics from a former employee who is claiming the company did more than miscalculate or gently massage its numbers.

Anthony Pompliano is claiming outright fraud.

"I have proof," Pompliano told Mashable, speaking for the first time since filing a lawsuit against Snap. "And they continue to attempt to silence me by pushing this case into arbitration,
out of the public eye, but I’m not going anywhere, and they may have made disappearing photos famous, but they cannot make facts disappear."

Tech companies thrive or die by metrics. Investors could look at a balance sheet and evaluate the profit and revenue of a company, but that doesn't work as well for Silicon Valley startups
that launch without a direct profit model. Instead, they present a variety of user numbers, many of which can be gamed with the magic of "growth hacking."

Growth hacking is a ubiquitous dark art in tech. Companies routinely employ a variety of tricks and strategies to boost their numbers. Some are reasonable but annoying. Others can toe a
serious ethical line. For example, Twitter has been known to email inactive users, pushing them to sign in.

Tech companies are emboldened by the fact that there are no real requirements on what companies share or which metrics to use. Facebook has the most users, but when people try to
compare other platforms to the social media giant, it's not easy. Twitter only shares monthly active users, not daily ones. Snapchat only shares daily, not monthly.

With many tech companies staying private for longer, they also get to selectively release their numbers. Even when companies start raising money and maybe go public, they still don't
reveal everything — to many people, that secrecy and inaccuracies come at a cost. Tech is littered with examples, but here's a few from the major players:

Sept. 2016: Facebook overestimated video views, misleading advertisers who purchase video time based on that metric for two years

Jan. 2017: Uber paid a $20 million fine after its software exaggerated how much its drivers could earn and downplayed the cost of car financing.

Aug. 2017: Google issued refunds for ads with fake web traffic.

Oct. 2017: Twitter admitted it overcounted its user numbers over three years.

Calculated risk

Companies do have some reasons for what numbers they share.

"People choose the number that they think best represents their business, and that doesn't always make it easy to draw comparisons," said Jeremy Liew, a venture capitalist at
Lightspeed Venture Partners who was the first invest in Snapchat.

Liew noted how Snapchat, as a messaging app, invigorated the trend of sharing daily active users. Another one of the company's investments, daily trivia app HQ, has spurred a
recognition to minute active users. Of course, it's not all organic. For HQ, money is a big motivation for smartphone owners' attention, and HQ uses push notifications to make sure people
sign on for the game.

Not everything a company does in regards to numbers necessarily means its "bad actor" behavior. Tech companies hire data experts to evaluate metrics and enact strategies on how to
grow them.

"Early days you really want to look at retention and stickiness. It’s very easy to fall in this trap. They call it a ring of fire. You can have one user on day 1, 4, 8, 16, but you might be leaving
behind user one," said Jason Schissel, a data scientist at Facebook who has also worked at Snap and LinkedIn.

The tricks of the trade are controversial even in Silicon Valley. Spiegel at one point publicly derided growth hacking. On his first quarterly earnings call with investors, he responded to an
analyst's question on growth hacking and his app's push notifications with, "Yeah, so I think there are plenty of examples online [laughs] if you want to go for a Google."

And yet:

Tweet may have been deleted (opens in a new tab)

For the case of Spiegel touting 100 million daily active users, that wasn't an app-related trick but instead a clear overstatement by a CEO with the platform of a stage.

"When I got there, there were multiple data sources with numbers that did not match," Pompliano told Mashable.

Two former employees at Snapchat confirmed to Mashable that the 100-million milestone was expressed in meetings by executives before it was really reached.

Snapchat denies, however, that it engaged in fraud. Shortly after the filing, Snap's attorneys called Pompliano a "disgruntled employee" who was "fired for poor performance."

Pompliano says he has evidence; he also has another man in his court. Carson Block, a short-seller and founder of investment firm Muddy Waters, became interested in Snap and
investigated Pompliano and his claims after his suit was filed. Block first gained notoriety for alleging fraudulent accounting in publicly traded Chinese companies.

As a publicly traded company, Snap has to release its financials. Those — like $443 million in net losses over the third quarter of 2017 — can be deciphered. Metrics? Those are tougher.

 

"These metrics, there’s no basis where you can reconcile. I think it puts us in a dangerous area," Block said.

There are no rules requiring companies to share further breakdowns of daily active users. But those numbers could be leaked, as The Daily Beast proved last week.

Grading your own homework

Regardless of what happens in his case, Pompliano is not alone in his call for companies like Snap to be questioned, audited, and potentially regulated.
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"It's like having the ability to grade your own homework," said Bob Liodice, Association of National Advertisers CEO. He was speaking about how, in September 2016, Facebook had
been caught miscounting video views.

Months later, Facebook agreed to be audited by the Media Rating Council (MRC), the media industry's measurement watchdog. More than a year in, the auditing process is ongoing.

Facebook has revealed numerous other metrics problems since.

"This isn’t like we put a stamp of approval, and they pay us, and we walk away. This involves thousands of hours of testing," said George Ivie, CEO and executive director of MRC. "They
have to open [the systems] up completely to us. We can’t audit it without precise detail."

" Facebook, Google, and Twitter have each agreed to an audit. Snap has had conversations. "Facebook, Google, and Twitter have each agreed to an audit by the MRC, meaning they've
opened up their advertising systems to be tested for authenticity. It's something some advertisers had been asking for years but had not been agreed upon until the situation became
downright embarrassing. Snap has had conversations with the MRC but has not committed to one, Ivie told Mashable.

These tech platforms aren't the only ones dealing with ad fraud. There's a number of fake internet traffic schemes pushed by publishers, ad agencies, and ad tech networks.

For private and public investors, there are rules against fraud. There's also a stark difference between a bad actor who comes forward with problems and one that continues to hide them.

What comes next

Do all these errors really matter? For Facebook, investors still admire its 2 billion-plus monthly active users and growing user base. Meanwhile, investors fixate on Twitter's slowing user
growth year over year, so even its error of potentially 2 million didn't reflect much.

Any errors do call into question what else could be wrong.

Errors "show sloppiness in the management team. Why weren’t you precise about it? If you were loosey-goosey about that, what else were you loosey-goosey about?" said Venky
Ganesan, managing director at Menlo Ventures.

Silicon Valley hasn't been forced to clean up its act just yet, but change could be coming.

Back in the early 1960s, the U.S. Congress asked the media industry to self-regulate around measurement due to a "quiz show scandal," where advertisers alleged a show's ratings were
rigged. The MRC was born and is now a team of seven people. Still, the audit of its advertising metrics doesn't include everything, and platforms like Snap haven't agreed to an audit —
yet.

More recently, tech companies have caught the attention of the U.S. government. The general counsels of Facebook, Google, and Twitter have all testified last year in front of lawmakers
in the wake of Russian propaganda spreading on their platforms during the 2016 presidential election.

"You've created these platforms, and now they're being misused," said Sen. Dianne Feinstein during the hearing with Senate Intelligence Committee. "You have to be the ones to do
something about it, or we will."

Sen. Feinstein and the other lawmakers focused the warnings on political ads and propaganda but also spotlighted the strength of these systems beyond those areas. As Sen. John
Kennedy said, "Your power scares me."

Indeed, tech giants have influenced how we individually behave and where our money goes. Facebook and Google accounted for about 63 percent of digital ad revenue in the U.S. this
year, according to eMarketer.

These companies have clearly profited, but at what cost? Not every number is externally fact-checked, although the MRC audit will lead to some scale of confidence when it comes to
advertising.

Still, not every number publicly shared is done so with the best intentions. But the companies keep growing, and the founders keep sharing.

And the numbers usually keep going up.

Top 10 Twitter Scams - Scam Detector
scam-detector.com/article/top-10-twitter-scams

Let’s take a look at some of the most notorious Twitter scams that you’ll find out there. 1. Twitter Hack Account Scammers will look to attack every aspect of your online presence. This
doesn’t leave out your inbox. In some variations of the scam, you’ll be contacted directly via a hacked account.

Twitter and the big bitcoin scam: what happened next
theverge.com/2020/7/16/21327769/twitter-bitcoin-scam

On July 15th, multiple verified Twitter accounts associated with public figures and companies were hijacked and tweeted out a bitcoin scam. Several accounts impacted by the breach
include Apple,...

Twitter Scam Incidents Growing.html - Scambusters
scambusters.org/twitterscam.html

Hardly surprising then that the mushrooming growth of this social networking site has given birth to a number of Twitter scams. Here are the main types of Twitter scam: 1. "Easy-money,
work-from-home" schemes With this Twitter scam, firms claim they can show you how you can make money by promoting other people's products to them.
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Twitter’s massive hack could be even worse than it seems - CNN
cnn.com/2020/07/16/tech/twitter-hack-security-analysis

The hackers who controlled the accounts posted fake tweets urging Twitter users to send money to a number of bitcoin wallets, promising that users would be paid back double. Instead,
the hackers...

Twitter’s Giant Bitcoin Scam Was a Dumb Con, but Security Failings Are Real
foreignpolicy.com/2020/07/16/twitter-bitcoin-heist-hack-cryptocurrency

On Wednesday afternoon, multiple accounts on Twitter began posting the same message: Send bitcoins to the address in the tweet, and you’ll get back double the bitcoins! Initial tweets
claimed to be...

High-profile people and companies among Twitter accounts hacked in ...
us.norton.com/internetsecurity-emerging-threats-twitter-hack.html

The scam is straightforward and relies on the large number of people it reaches. Cybercriminals used the accounts of prominent people or organizations to send tweets claiming that
followers can double their money by sending funds to a designated cryptocurrency account. The scam is sometimes described as an “investment.”

Twitter hackers trick employees by posing as IT workers ... - Fox Business
foxbusiness.com/technology/twitter-hackers-employees-phone-scam

A simple phone scam was the key first step in a Twitter hack that took over dozens of high-profile accounts this summer, New York regulators say. The hackers responsible for the July 15
attack ...

Major US Twitter accounts hacked in Bitcoin scam - BBC News
bbc.com/news/technology-53425822

Billionaires Elon Musk, Jeff Bezos and Bill Gates are among many prominent US figures targeted by hackers on Twitter in an apparent Bitcoin scam. The official accounts of Barack
Obama, Joe Biden...

Phishing Scams: If It Can Happen To Twitter, It Can Happen To Anyone
forbes.com/sites/forbestechcouncil/2020/08/26/phishing-scams-if-it-can...

On July 30, Twitter revealed that hackers obtained user login credentials through a sophisticated spear-phishing campaign aimed at a select group of employees. Using these
credentials, the hackers...
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